
  

Privacy Statement 

Data Protection (GDPR) 

Last updated: 31th January 2020 

DATA PROTECTION (GDPR) 



  
 

 
 

DATA PROTECTION (GDPR) 
Connect-D respects your right to privacy.  This Privacy Notice explains who we are, how we collect, 
share and use personal information about you, and how you can exercise your privacy rights. This 
Privacy Notice only applies to personal information that we collect through our website 
at www.connect-D.tech. 

If you have any questions or concerns about our use of your personal information, then please contact 
us using the contact details provided at the bottom of this Privacy Notice. 

WHAT DOES CONNECT-D DO? 

We create better spaces, better buildings better environments. We contribute to the health of people 
and the planet by combining experience, innovation and proven results in Smart technology and IT 
systems. Our team is committed to make environments safer, greener, more intelligent and healthier. 
We use self-learning and self-adapting technology to reach your ambitions 

WHAT PERSONAL INFORMATION DOES CONNECT-D COLLECT AND WHY? 

The personal information that we may collect about you broadly falls into the following categories: 

 
Information that you provide voluntarily 
Certain parts of our Website may ask you to provide personal information voluntarily: for example, we 
may ask you to provide your contact details in order to subscribe to marketing communications from 
us, register for a Connect-D event or submit enquiries to us. When you apply for a job with us we will ask 
you for additional information such as your work history and educational background. The personal 
information that you are asked to provide, and the reasons why you are asked to provide it, will be made 
clear to you at the point we ask you to provide your personal information. 

 
Information that we collect automatically 
When you visit our Website, we may collect certain information automatically from your device.  In some 
countries, including countries in the European Economic Area, this information may be considered 
personal information under applicable data protection laws. 

Specifically, the information we collect automatically may include information like your IP address, 
device type, unique device identification numbers, browser-type, broad geographic location (e.g. 
country or city-level location) and other technical information.  We may also collect information about 
how your device has interacted with our Website, including the pages accessed and links clicked.  

Collecting this information enables us to better understand the visitors who come to our Website, where 
they come from, and what content on our Website is of interest to them.  We use this information for our 
internal analytics purposes and to improve the quality and relevance of our Website to our visitors. 

Some of this information may be collected using cookies and similar tracking technology, as explained 
further under the heading “What cookies does Connect-D use?”  below. 

We will normally collect personal information from you only (i) where we need the personal information 
to perform a contract with you, (ii) where the processing is in our legitimate interests and not overridden 
by your rights, or (iii) where we have your consent to do so.  In some cases, we may also have a legal 
obligation to collect personal information from you or may otherwise need the personal information to 
protect your vital interests or those of another person. 

If we ask you to provide personal information to comply with a legal requirement or to perform a contract 
with you, we will make this clear at the relevant time and advise you whether the provision of your 
personal information is mandatory or not (as well as of the possible consequences if you do not provide 
your personal information).  

If we collect and use your personal information in reliance on our legitimate interests (or those of any 
third party), this interest will normally be so that we can market our goods and services to you, respond 
to your queries, improve our goods and services, or for the purposes of detecting or preventing illegal 
activities.  We may have other legitimate interests and if appropriate we will make clear to you at the 
relevant time what those legitimate interests are. If you have questions about or need further 
information concerning the legal basis on which we collect and use your personal information, please 
contact us using the contact details provided under the “How do I contact Connect-D?” heading below. 



  
 

 
 

WHO DOES CONNECT-D SHARE MY PERSONAL INFORMATION WITH? 

We may disclose your personal information to the following categories of recipients: 

• to our group companies, third party services providers and partners who provide data 
processing services to us (for example, to support the delivery of, provide functionality on, or 
help to enhance the security of our Website), or who otherwise process personal information for 
purposes that are described in this Privacy Notice or notified to you when we collect your 
personal information. A list of our current group companies is available here; 
 

• to any competent law enforcement body, regulatory, government agency, court or other third 
party where we believe disclosure is necessary (i) as a matter of applicable law or regulation, (ii) 
to exercise, establish or defend our legal rights, or (iii) to protect your vital interests or those of 
any other person; 
 

• to an actual or potential buyer (and its agents and advisers) in connection with any actual or 
proposed purchase, merger or acquisition of any part of our business, provided that we inform 
the buyer it must use your personal information only for the purposes disclosed in this Privacy 
Notice; 
 

• to any other person with your consent to the disclosure 

WHAT COOKIES DOES CONNECT-D USE? 

We use cookies and similar tracking technology (collectively, “Cookies”) to collect and use personal 
information about you.   

HOW DOES CONNECT-D KEEP MY PERSONAL INFORMATION SECURE? 

We use appropriate technical and organisational measures to protect the personal information that we 
collect and process about you. The measures we use are designed to provide a level of security 
appropriate to the risk of processing your personal information and may include technical controls such 
as system access, data separation and back-up and recovery as well as organisational controls such 
as staff vetting, staff training and building entry controls. 

  



  
 

 
 

WHAT OTHER COUNTRIES IS MY PERSONAL DATA STORED IN? 

Your personal information may be transferred to, and processed in, countries other than the country in 
which you are resident. These countries may have data protection laws that are different to the laws of 
your country and, in some cases, may not be as protective. 

However, we have taken appropriate safeguards to require that your personal information will remain 
protected in accordance with this Privacy Notice. These include implementing the European 
Commission’s Standard Contractual Clauses for transfers of personal information between our group 
companies, which require all group companies to protect personal information they process from the 
EEA in accordance with European Union data protection law.  Our Standard Contractual Clauses can 
be provided on request. 

We are implementing similar appropriate safeguards with our third-party service providers and 
partners and further details can be provided upon request. 

HOW LONG DOES CONNECT-D KEEP MY DATA FOR? 

We retain personal information we collect from you where we have an ongoing legitimate business need 
to do so (for example, to provide you with a service you have requested or to comply with applicable 
legal, tax or accounting requirements).  

When we have no ongoing legitimate business need to process your personal information, we will either 
delete or anonymise it or, if this is not possible (for example, because your personal information has been 
stored in backup archives), then we will securely store your personal information and isolate it from any 
further processing until deletion is possible. 

WHAT DATA PROTECTION RIGHTS DO I HAVE? 

You can get in touch with us using the contact details provided under the “How do I contact Connect-D?” 
heading below to exercise the following data protection rights: 

• Your right to access, correct, update or request deletion of your personal information. 
• Your rights to object to processing of your personal information, restrict processing of your 

personal information or request portability of your personal information. 

• Your right to opt-out of marketing communications we send you at any time. To opt-out of email 
marketing, you can also exercise this right by clicking on the “unsubscribe” or “opt-out” link in 
the marketing e-mails we send you. 

• Your right, if we have collected and process your personal information with your consent, to 
withdraw your consent at any time. Withdrawing your consent will not affect the lawfulness of 
any processing we conducted prior to your withdrawal, nor will it affect processing of your 
personal information conducted in reliance on lawful processing grounds other than consent. 

You also have the right to complain to a data protection authority about our collection and use of your 
personal information.  For more information, please contact your local data protection authority. 
Contact details for data protection authorities in the European Economic Area, Switzerland and certain 
non-European countries (including the US and Canada) are available here. 

We respond to all requests we receive from individuals wishing to exercise their data protection rights 
in accordance with applicable data protection laws. 

WILL THIS PRIVACY NOTICE BE UPDATED? 

We may update this Privacy Notice from time to time in response to changing legal, technical or 
business developments. When we update our Privacy Notice, we will take appropriate measures to 
inform you, consistent with the significance of the changes we make.  We will obtain your consent to any 
material Privacy Notice changes if and where this is required by applicable data protection laws. 

You can see when this Privacy Notice was last updated by checking the “last updated” date displayed 
at the top of this Privacy Notice. 


